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Veilig samenwerken in de keten
is essentieel voor alle bedrijven

De NIS2 richtlijn is bedoeld om Europa beter te beschermen tegen
cyberaanvallen. Het doel? De veiligheid van essentiéle organisaties
zoals ziekenhuizen, drinkwaterbedrijven en banken waarborgen.
Deze organisaties moeten blijven functioneren, want zonder hun

diensten ontstaan grote problemen.

Maar de verantwoordelijkheid reikt verder dan alleen deze
organisaties. De richtlijn verplicht deze NIS2 organisaties om ook de
risico’s in hun toeleveringsketen te beheersen. Dit betekent dat ze
maatregelen kunnen opleggen aan hun leveranciers — vaak mkb-

bedrijven — om cyberrisico’s te voorkomen.

Met andere woorden: jouw klanten kunnen eisen dat je laat zien dat

je digitale veiligheid op orde is. Maar hoe toon je dat aan?

WIL JE BLIWVEN WERKEN VOOR JE GROTE(RE) KLANTEN?

DAN HEB JE NIS2 SUPPLY CHAIN NODIG.




NIS2 Supply Chain

Om te kunnen blijven werken voor je grote klanten is het
belangrijk dat je cybersecurity aantoonbaar op orde is.
De NIS2 Supply Chain is daarvoor het perfecte hulpmiddel.

Samen Digitaal Veilig helpt je met het behalen van dit certificaat.
Het platform bevat alle stappen die je moet doorlopen en alle
tools die je nodig hebt, inclusief voorbeelddocumenten en
ondersteuning. Met de NIS2 Supply Chain certificaat toon je
aan je NIS klanten dat je veilig werkt en de nodige stappen hebt

gezet op het gebied van digitale veiligheid.



‘ Waarom NIS2 Supply Chain?

De NIS2 Supply Chain, ontwikkeld met steun van
tientallen brancheverenigingen, biedt een
praktisch antwoord op de eisen van de NIS2
richtlijn. Met een flexibel normenstelsel kunnen
bedrijven gepaste maatregelen nemen die passen

bij hun omvang en risico.

Je kunt kiezen uit drie certificeringsniveaus: SC10,
SC20 en SC30. Voor de meeste mkb-bedrijven is

het SC10 Basic-certificaat voldoende.

Lever je echter software, IT-diensten of werk je
in een omgeving met verhoogde risico’s? Dan
bieden SC20 en SC30 meer zekerheid. Samen
Digitaal Veilig omvat alle drie de niveaus, zodat je

eenvoudig kunt opschalen als dat nodig is.

Neem geen risico.
Kies voor een Europese norm
die vertrouwen biedt.



Hoe werkt het?

Het behalen van het NIS2 Supply
Chain bestaat uit een aantal
stappen:

De eerste stap is het documenteren van je
organisatieprocedures. Dit klinkt misschien
ingewikkeld, maar met onze voorbeeld-
documenten en invulwebinars wordt het een stuk
eenvoudiger. Vervolgens richt je je op het trainen
van je medewerkers. Hiervoor is een serie van

praktische trainingsvideo's beschikbaar.

Daarna is het tijd om je techniek op orde te brengen.
Dit betekent dat je moet aantonen dat je IT-
infrastructuur en software voldoen aan de vereiste
veiligheidsnormen. In de vierde stap controleer je

ook de digitale veiligheid van je eigen leveranciers.

Wanneer je deze stappen hebt doorlopen, wordt alles
extern getoetst. Heb je deze toetsing succesvol
afgerond? Dan ontvang je het NIS2 Supply Chain
certificaat als bewijs dat je voldoet aan de eisen.



Wat krijg ik bij mijn abonnement?

Q Dashboards
Altijd een helder overzicht van je project met onze

gebruiksvriendelijke dashboards.

Q Ondersteuning
Krijg duidelijke uitleg en stap-voor-stap begeleiding, zodat

je precies weet wat er van je verwacht wordt.

Q SDV Supportdesk
Complexe vragen? Onze SDV supportdesk staat klaar om

je snel en deskundig te helpen.

Via het dashboard heb je toegang tot alle informatie

Handig overzicht van alle vragenlijsten




Toelichting en voorbeelddocumenten bij elke vraag

Videotraining voor je medewerkers
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Dit krijg je er allemaal bij

o

NIS2 Dashboard
Krijg een duidelijk overzicht van alle vragen en antwoorden, inclusief inzicht in

je voortgang en de stappen die nog nodig zijn om je volledig voor te bereiden.

Pre-audit webinars

In de pre-audit hoor je exact wat je moet doen al voorbereiding op een audit.

Importfuncties
Maak het proces eenvoudig en efficiént met onze importmogelijkheden. Voeg

in één keer leveranciers en medewerkers toe aan het platform.

Support
Als je vragen hebt staan we voor je klaar.

NIS2 Updates
Blijf altijd op de hoogte van de nieuwste ontwikkelingen rondom de NIS2-

richtlijn. Wij zorgen ervoor dat je niets mist.
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Deelnemen [ NIS2
SC certificaat
halen?

Wij ondersteunen je met het halen van je NIS2 SC certificering.
Het is belangrijk om geen risico te lopen en aan je grote klanten

het bewijs te laten zien dat je cybersecurity echt op orde is.

“STAY IN BUSINESS” EN HAAL HET NIS2 SC CERTIFICAAT.
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Oriéntatie, demo of vragen?

Wil je meer weten over de NIS2 richtlijn of eerst kennismaken
met het NIS2 Supply Chain voordat je een besluit neemt?

Wij helpen je graag op weg.

Samen zorgen we ervoor dat je
goed voorbereid bent op NIS2.

Samen
l





